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216.1.2026 MS-E120 Suomalaisen yhteiskunnan resilienssi

• Miksi? Resilienssifoorumin tausta ja tarve

• Miten? Resilienssifoorumin tavoitteet ja teemat

• Mitä? Toiminta ja kehityshankkeet

• Tulokset! Hyödyt yrityksille, pooleille ja muille 
sidosryhmille

Sisältö



Miksi? 
Resilienssifoorumin tausta ja tarve
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Lähde: SITRA megatrendit 2026



Kuvauksia toivottavista 

tulevaisuuksista

Villien korttien 

ajattelu läpi

Grönlanti?

COVID-19

Brexit

Arviomme tulevaisuudesta on usein virheellinen

Mahdottomat tai 

uskomattomat

Mahdolliset

Uskottavat

Todennäköiset

Toivottavia 

tulevaisuuksia 

Lähde: Sitra, soveltaen Voros 2017

Venäjän 

hyökkäys

Ukrainaan

Finanssikriisi

Gazan kriisi
Tullit



Oletteko jo kokeneet konkreettisia vaikutuksia geopoliittisen 

tilanteen takia (sis. kauppapoliittisen epävarmuuden)?
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11%

12%

13%

16%

19%

19%

26%

30%

38%

Jouduimme supistamaan liiketoimintaa tietyissä maissa.

Emme osaa arvioida.

Vientirajoitukset vaikeuttavat liiketoimintaa.

Olemme saaneet uusia asiakkaita tai uusia markkinoita.

Toimitusketjuongelmat (esim. viivästykset, komponenttipula,…

Olemme menettäneet asiakkaita tai markkinoita tietyillä alueilla.

Kyberuhat, tietoturvariskit ja informaatiovaikuttaminen ovat…

Ei ole ollut vaikutuksia.

Investointihankkeita siirretty tai peruttu epävarmuuden takia.

Kustannusten nousu (energia, raaka-aineet, kuljetukset, tullit,…

Lähde: Teknologiateollisuus ry:n TeknoBaro maaliskuu 2025, vastaajamäärä 389.



Mihin osa-alueisiin olette panostaneet yrityksen 

kriisinsietokyvyn parantamiseksi viimeisen vuoden aikana?
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2%

9%

11%

11%

19%

21%

23%

25%

40%

41%

42%

50%

Muu, mikä?

Emme ole tehneet erityisiä toimenpiteitä

Toiminnan hajauttaminen eri maihin

Harjoittelu häiriöiden varalta, ml. kriisiviestintä

Vakuutusten päivittäminen

Varastojen kasvattaminen

Yhteistyön lisääminen kumppanien tai asiakkaiden kanssa

Kumppanien riskianalyysi

Uusien toimitusketjujen/toimittajien kartoittaminen

Tuotannon tai palveluiden mukauttaminen

Henkilöstön kouluttaminen

Kyberturvallisuuden parantaminen

Lähde: Teknologiateollisuus ry:n TeknoBaro maaliskuu 2025, vastaajamäärä 389.



Miten organisaationne on varautunut häiriötilanteisiin ja 

toimintanne jatkuvuuden turvaamiseen?*
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6%

4%

9%

30%

45%

7%

Meillä on kattava jatkuvuudenhallintajärjestelmä, joka sisältää
riskienhallinnan, varautumissuunnittelun, harjoittelun ja säännöllisen

arvioinnin.

Meillä on suunnitelma, harjoittelemme säännöllisesti ja kehitämme

sitä kokemusten perusteella.

Meillä on suunnitelma ja olemme testanneet sitä käytännössä (esim.

harjoitukset, simulaatiot).

Meillä on kirjallinen varautumissuunnitelma / jatkuvuussuunnitelma.

Olemme tunnistaneet keskeiset riskit, mutta meillä ei ole kirjallista

suunnitelmaa.

Meillä ei ole varsinaista suunnitelmaa tai järjestelmällistä

varautumista.

Lähde: Teknologiateollisuus ry:n TeknoBaro maaliskuu 2025, vastaajamäärä 389.

*Valitse parhaiten yrityksenne tilannetta kuvaava vaihtoehto



Tarkoitus

ISKUNKESTÄVYYTTÄ 
RAKENTAVA 
YHTEISTYÖ

KILPAILUETUA 
LUOVAT 

KRIITTISET 
TEKNOLOGIAT

UUDISTUMISTA 
VAUHDITTAVA KORKEA 

OSAAMINEN JA TKI

LUOMME KESTÄVÄN JA VAHVAN KASVUN 
RATKAISUT.

Strategiset kärjet

HOUKUTTELEVA 
INVESTOINTI-
YMPÄRISTÖ

ROHKEUS  |  ARVOSTUS  |  ASIANTUNTEMUS  |  VASTUULLISUUS

Suomen pitkäaikainen etu ohjaa kaikkea toimintaamme.

Edistämme yrittäjyyttä ja omistajuutta.

Ydintehtävät

VAIKUTTAMINEN JÄSENPALVELU TYÖMARKKINATOIMINTA

Arvot ja ohjaavat periaatteet

VETOVOIMAINEN 
TYÖELÄMÄ



Miten? 

Resilienssifoorumin tavoitteet ja teemat
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• Vahvistaa elinkeinoelämän roolia ja 
vastuuta yhteiskunnan 
kokonaisturvallisuuden rakentamisessa.

• Laajentaa varautumiseen ja turvallisuuteen 
liittyvää yhteistyötä elinkeinoelämän ja 
viranomaisten välillä.

• Tuottaa ja jakaa tietoa sekä tehdä aloitteita 
suomalaisen yhteiskunnan resilienssiä 
vahvistavista toimista.  

• Edistää kansainvälistä yhteistyötä ja 
Suomen EU-vaikuttamista reslienssiin 
liittyvissä aiheissa.

Teknologiateollisuuden 
Resilienssifoorumin tavoitteet
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• Geo- ja kauppapolitiikka

• EU teollisuus- ja teknologiapolitiikka sekä 
valtiontuet

• Digitaalisen yhteiskunnan sääntely ja 
kyberturvallisuus

• Strategiset ja kriittiset raaka-aineet

• Ilmastonmuutokseen sopeutuminen ja  
vesiresilienssi, kriittinen infrastruktuuri

Resilienssifoorumin teemat
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• EU Preparedness Union Strategy

• White Paper “European Defence – Readiness 2030” + 
SAFE

• EDIP - European Defence Industry Programme

• CER - Critical Entities Resilience Directive

• NIS2 - Cyber Security Directive

• CRA - Cyber Resilience Act CRA

• DORA - Digital Operational Resilience Act

• CRMA - Critical Raw Materials Act

• UCPM & rescEU - Union Civil Protection Mechanism

• EU:n pakotepaketit Venäjää vastaan

EU ja resilienssi



Mitä? 

Toiminta ja kehityshankkeet
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Resilienssi on ihmisten, yhteisöjen  ja järjestelmien kykyä toimia 
muuttuvissa olosuhteissa sekä kohdata häiriöitä ja kriisejä.
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VARAUTUMINEN

VASTUSTAMINEN

VASTE OPPIMINEN

TOIPUMINEN

SHOKKI



16

• Resilienssilinjausten ja -tiekartan laadinta

• Selvitys resilienssiä vahvistavista 

investointimahdollisuuksista ja NATO-

kelpoisten hankkeiden tunnistaminen

• Tekoälyavusteisen ennakointityökalun kehitys

• Liiketoiminnan jatkuvuuden ja varautumisen 

työkalupakki pk-yrityksille

Vuoden 2026 toimintasuunnitelma



Tulokset!

Hyödyt yrityksille, pooleille ja muille 

sidosryhmille
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• Yritysten varautuminen perustuu ensisijaisesti 
niiden omaehtoiseen, liiketoimintalähtöiseen 
riskienhallintaan.

• Valikoidulla yrityksillä saatavilla poolien kautta:

– Valmiussuunnittelu, -koulutus ja harjoitukset

– Valtakunnallinen tilannekuva

– Toimintaympäristöselvitykset ja ennakointitieto

–Ohjeet, suositukset ja parhaiden käytäntöjen 
jakaminen

– Poikkisektoriaalinen yhteistyö 

Resilienssifoorumin kautta toimintaa voidaan 
laajentaan myös poolien ulkopuolelle ja 
kohdentaa erityisesti PK-yrityksiin.

Resilienssifoorumi skaalaa poolien 

palveluita
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• Seuraava Resilienssifoorumi pidetään 12.2.2026. 

• Teemoina mm. digitaalisen yhteiskunnan huoltovarmuus, kriittiset raaka-aineet, 

resilienssimatriisin kehityshanke ja valtion tutkimuslaitosten ennakointityö.



Kiitos ja kysymyksiä?

Helena Soimakallio
Johtaja, Toimialat ja liiketoiminnan jatkuvuus
Teknologiateollisuus ry
Sähköposti: helena.soimakallio@teknologiateollisuus.fi
Puhelin: 040 550 7706
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